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|  |  |
| --- | --- |
| ***Asset Name*** | ***Asset Classification (High, Medium, or Low Business Impact)*** |
| 1. ***Work Station*** | ***Mediu*** |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Defense-in-Depth**  **Layer** | **What You Are Afraid of or Are Trying to Avoid:**  **(Threats)** | **How It May Happen:**  **(Vulnerabilities)** | **Exposure Level (H,M,L)** | **Current Controls Descriptions** | **Probability (H,M,L)** | **Control Concerns, Potential New Controls** |
| Physical | Acces liber, defectarea intentionata PC, utilizarea necorespunzatoare a angajatilor nepregatiti. | Permiterea utilizarii calculatoarelor personale (nonorganizationale) | Mediu | Impartirea statiilor dupa destinatie/sectii in incaperi individuale | Mediu | Elaborarea unei politici stricte in baza contractelor. |
| Application | Virusi, Troieni, utilizarea irationala a resurselor. | Aplicatii netestate , posibilitatea de butare de pe oricare dispozitiv periferic | Mediu | folosirea programelor din surse nesigure, | Mediu | Procurarea programelor licentioate in baza unor contracte, evitarea utilizarii suportuerilor de stocare personale. |
| Network | Exploatarea neautorizata a canalelor | Porturi libere, deschise | Mediu | Utilizarea scanerelor de retea | Mediu | Configurarea avansata a scanerelor. |
| Data | Interceptarea pachetelor de date. | Utilizarea dispozitivelor periferice de stocare | Jos | Utilizarea accounturilor de utilozator cu parola | Mediu | Aplicarea unei politici avansate de parole |

|  |  |
| --- | --- |
| ***Asset Name*** | ***Asset Classification (High, Medium, or Low Business Impact)*** |
| ***2. Sistema de operare (OS)*** | ***Mediu*** |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Defense-in-Depth**  **Layer** | **What You Are Afraid of or Are Trying to Avoid:**  **(Threats)** | **How It May Happen:**  **(Vulnerabilities)** | | **Exposure Level (H,M,L)** | **Current Controls Descriptions** | **Probability (H,M,L)** | | **Control Concerns, Potential New Controls** |
| Physical | Deterioararea cablurilor, plug-urilor și conectorilor. | Lipsa echipamentuli anti-incendiu, lipsa echipamentelor de rezerva in caz de deteriorare | | Inalt | Aducerea la cunostina administratiei despre starea monitorului | Mediu | | Cumpararea echipamentelor de rezervă. |
| Application | SO neestetic, puncte slabe ale sistemului | Folosirea actualizărilor vechi a SO | | Înalt | Accesarea periodică a actualizărilor | Mediu | | Imbunatatirea configuratiei. |
| Network | Conectarea neautorizata. | Porturi libere | | Jos | Utilizarea unui model avansat | Mediu | | Configurarea avansată |
| ***Asset Name*** | | | ***Asset Classification (High, Medium, or Low Business Impact)*** | | | |
| ***3. Router*** | | | ***Inalt*** | | | |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Defense-in-Depth**  **Layer** | **What You Are Afraid of or Are Trying to Avoid:**  **(Threats)** | **How It May Happen:**  **(Vulnerabilities)** | **Exposure Level (H,M,L)** | **Current Controls Descriptions** | **Probability (H,M,L)** | **Control Concerns, Potential New Controls** |
| Physical | Conectarea neautorizata la porturile fizice | Acces liber la dispozitiv. | Mediu | Rezervam adrese dupa MAC. | Inalt | Amenajarea unui loc sigur pentru aplsare |
| Application | Exploatarea punctelor slabe a SO | SO mai veche | Inalt | x x x | Medie | Instalarea unui SO nou |
| Network | Atac de retea (Ddos, MITM) ,caderea retelei. | Configurare incompleta a routerului. | Mediu | Limitarea folosirii capacitatii benzii. | Jos | Cumpararea unui model de router mai avansat. |
| Data | Deteriorarea logurilor | Lipsa unei copii de rezerva logurilor, stergerea logurilor anterior mai vechi. | Mediu | Monitorizarea evenimentelor | Jos | Redirectionarea logurilor vechi pe server. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  | ***Impact Rating Reference*** | | |
| **Asset Class** | **HBI** | Moderate Impact | High Impact | High Impact |
| **MBI** | Low  Impact | Moderate Impact | High Impact |
| **LBI** | Low  Impact | Low  Impact | Moderate Impact |
|  |  | **Low** | **Medium** | **High** |
|  |  | **Exposure Level** | | |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **Information Collected During Data Gathering Process** | | | | | | | |
| **Asset** | | | | **Exposure** | | | |
| **Date Identified** | **Asset Name/Desc.** | **Asset Class** | **Applicable Defense-in-Depth  Layer(s)** | **Threat Description** | **Vulnerability Description** | **Exposure Rating (H,M,L)** | **Impact Rating (H,M,L)** |
| Data | Work Station | Impact Înalt (HBI) | Physical, Application, Host, Network, Data | Acces liber, introducerea virusilor, troienilor,  exploatarea neautorizata,  modificarea pachetelor de date. | Permiterea utilizarii calculatoarelor personale (nonorganizationale)  Porturi libere, deschise  Utilizarea dispozitivelor periferice de stocare | Mediu | Mediu |
| Data | Sistema de Operare | Impact Mediu (HBI) | Physical, Application, Host, Network, Data | Conectarea utilajului neautorizata la porturile fizice, deteriorarea plug-urilor | Acces liber la dispozitiv,  SO neactualizat, introducerea dispozitivelor neutorizate în porturi | Mediu | Mediu |
| Data | Router | Impact Jos (LBI) | Physical, Application, Host, Network, Data | Distrugerea echipamentului, tastelor | Acces liber la dispozitiv,  Configurare incompleta a routerului. | Mediu | Inalt |

|  |  |  |
| --- | --- | --- |
| ***Probability Rating Reference*** | |  |
| **Qualitative Rating** | **Description** | |
| High | Likely, one or more impacts expected within one year | |
| Medium | Probable, impact expected within two to three years | |
| Low | Not probable, impact not expected to occur within three years | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  | ***Summary Level Risk Rating*** | | |
| **Impact  (from Impact Table above)** | **High** | Moderate Risk | High Risk | High Risk |
| **Med** | Low  Risk | Moderate Risk | High Risk |
| **Low** | Low  Risk | Low  Risk | Moderate Risk |
|  |  | **Low** | **Medium** | **High** |
|  |  | **Probability Value** | | |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| ***Information Collected During Data Gathering Process*** | | | | | | | |  |  |
| **Asset** | | | | **Exposure** | | |  |  |  |
| **Date Identified** | **Asset Name** | **Asset Class** | **Applicable Defense-in-Depth Layer(s)** | **Threat Description** | **Vulnerability Description** | **Exposure Rating (H,M,L)** | **Impact Rating (H,M,L)** | **Probability  (H,M,L)** | **Summary Risk  Level (H,M,L)** |
| Data | Work Station | Impact Înalt (HBI) | Physical, Application, Host, Network, Data | Acces liber, introducerea virusilor, troienilor,  exploatarea neautorizata,  modificarea pachetelor de date. | Permiterea utilizarii calculatoarelor personale (nonorganizationale)  Aplicatii netestate , posibilitatea de butare de pe oricare dispozitiv periferic  Drepturi importante pentru functionari, lipsa configurarilor dedicate de firewall in domeniu | Mediu | Mediu | Mediu | Mediu |
| Data | Sistema de Operare | Impact Mediu (MBI) | Physical, Application, Host, Network, Data | Acces liber la dispozitiv  Acces ilegal a personelor neautorizate | SO neactualizat, introducerea dispozitivelor neutorizate. | Inalt | Inalt | Inalt | Inalt |
| Data | Router | Impact Jos (LBI) | Physical, Application, Host, Network, Data | Conectarea neautorizata la porturile fizice  Exploatarea punctelor slabe a SO  Atac de retea (Ddos, MITM) ,caderea retelei | Acces liber la dispozitiv,  Configurare incompleta a routerului.  Lipsa unei copii de rezerva logurilor, stergerea logurilor anterior mai vechi | Mediu | Inalt | Mediu | Inalt |

|  |  |
| --- | --- |
| **Exposure Rating** | **Confidentiality or Integrity of Asset** |
| 5 | Severe or complete damage to asset, e.g. externally visible and affects business profitability or success |
| 4 | Serious but not complete damage to asset, e.g. affects business profitability or success, may be externally visible |
| 3 | Moderate damage or loss, e.g. affects internal business practices, causes increase in operational costs or reduction of revenue |
| 2 | Low damage or loss, e.g. affects internal business practices, cannot measure increase in costs |
| 1 | Minor or no change in asset |

|  |  |  |
| --- | --- | --- |
| **Exposure Rating** | **Availability** | **Description** |
| 5 | Work stoppage | Substantial support costs or business commitments canceled. |
| 4 | Work interruption | Quantifiable increase in support costs or business commitments delayed. |
| 3 | Work delays | Noticeable impact to support costs and productivity. No measurable business impact. |
| 2 | Work distraction | No measurable impact, minor increases in support or infrastructure costs. |
| 1 | Absorbed by normal business operations | No measurable impact to support costs, productivity, or business commitments. |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Baseline Risk (Current)** | | | | | | | | | |
| **Asset** | | **Exposure** | | | |  |  |  |  |
| **Asset Name** | **Impact Class Rating (V)** | **Defense in Depth Layer** | **Threat Description** | **Vulnerability Description** | **Exposure Rating (1-5)**  **(EF)** | **Impact Rating (1-10)**  **IR=(V \* EF)/5** | **Current Controls Description** | **Probability Rating w/Control**  **(PR) (1-10)** | **Risk Rating w/Control (0-100)**  **(IR\*PR)** |
| *Description of digital asset to business.* | *Impact Class* | *Technical area(s) where exposure occurs* | *Storyline of what threat you are afraid of or are trying to avoid* | *Storyline of how a threat may occur* | *Exposure Rating* | *The level of damage to the asset through the defined exposure.* | *Impact occurring.* | *Probability of the exposure succeeding to impact the asset with current controls* | *Product of impact and probability rating.* |
| Work Station | 10 | Physical, Application, Host, Network, Data | Acces liber, introducerea virusilor, troienilor,  exploatarea neautorizata,  modificarea pachetelor de date. | Permiterea accesării serverului de catre persoanele neautorizate (nonorganizationale),  aplicatii netestate , lipsa configurarilor | 5 | 10 | Utilizarea unei politici de securitate.  Utilizarea accounturilor de utilozator cu parola | 9 | 90 |
| OS | 5 | Physical, Application, Host, Network, Data | Acces liber la sistem. Exploatarea punctelor slabe a SO | SO neactualizat, introducerea dispozitivelor neutorizate în porturi | 4 | 4 | Rezervăm și încărcăm în memoria RAM a calculatorului.  Menținem securitatea și drepturile de acces ale utilizatorilor. | 6 | 24 |
| Router | 3 | Fizic, aplicatie, retea, data | Conectarea neautorizata la porturile fizice  Atac de retea (Ddos, MITM) ,caderea retelei.  Deteriorarea logurilor | Acces liber la dispozitiv.  SO mai veche  Configurare incompleta a routerului.  Lipsa unei copii de rezerva logurilor, stergerea logurilor anterior mai vechi. | 3 | 6 | Rezervam adrese dupa MAC.  Limitarea folosirii capacitatii benzii.  Monitorizarea evenimentelor | 6 | 36 |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Impact rating \* Probability rating = Risk Level** |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
| **Impact Rating Ranges** | | **\*** | **Probability Ranges** |  | **Overall Risk Rating** | **Risk level** |
| High | 10 -- 7 |  | 10 -- 7 |  | High | 41-100 |
| Medium | 6 -- 4 |  | 6 -- 3 |  | Medium | 20-40 |
| Low | 3 -- 0 |  | 3 -- 0 |  | Low | 0-19 |

|  |  |  |  |
| --- | --- | --- | --- |
| **Qualitative Rating** | **Description** | **ARO Range** | **Description Examples** |
| High | Likely | >= 1 | Impact once or more per year |
| Medium | Probable | .99 to .33 | At least once every 1-3 years |
| Low | Not probable | < .33 | Less frequent than every 3 years |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Impact Class** | **Impact Class  Value (V)** |  |  |  |
| HBI | 10 |  |  |  |
| MBI | 5 |  |  |  |
| LBI | 2 |  |  |  |
|  |  |  |  |  |

***![](data:image/png;base64,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)***

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Exposure Factor Rating** | **Exposure  Factor (EF)** | **Impact Rating (V \* EF)** | **Impact Range** | **Summary Level Comparison** |
| 5 | 100% |  | 7 - 10 | High |
| 4 | 80% |  | 4 - 6 | Medium |
| 3 | 60% |  | 0 - 3 | Low |
| 2 | 40% |  |  |  |
| 1 | 20% |  |  |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| High Business Impact Value **= $10000** |  |  | **Exposure  Rating** | **Exposure Factor %** |
|  |  | 5 | 100 |
| **Asset Class** |  | 4 | 80 |
| HBI Value | 10000 lei | 3 | 60 |
| MBI Value | 5000 lei | 2 | 40 |
| LBI Value | 2000 lei | 1 | 20 |
| **Estimated Risk Value =** | Asset Class Value \* Exposure Factor % = SLE |  | |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Risk Description** | **Asset Class Value** | **Exposure Rating** | **Exposure Value** | **SLE** | **ARO** | **Quantitative Estimate (ALE=SLE\*ARO)** |
| Work Station | 10000 lei | 4 | 80 % | 8000 lei | 0.5 | 4000 lei |
| OS | 10000 lei | 3 | 60 % | 6000 lei | 0.5 | 3000 lei |
| Router | 2000 lei | 1 | 20% | 400 lei | 0.5 | 200 lei |

Calcule:

SLE = (10000\*80)/100 = 8000;

ALE = 8000\*0.5 = 4000